SECURITY FOR RESEARCH LABORATORIES

STRATTON VA MEDICAL CENTER

ALBANY, NEW YORK

RESEARCH AND DEVELOPMENT SERVICE

1.  PURPOSE:  To establish policy regarding the security of the laboratories of the Research & Development Service.  

2.  POLICY:  Research laboratories and inventory will be secured in keeping with the intent and scope of VHA Handbook 1200.6, dated October 1, 2005.  The policy applies to all individuals entering the secured area, to include VA employees, without compensation (WOC) employees, contract employees, oversight entities, vendors, employees from other VA services, and visitors.

3.  RESPONSIBILITY: 

a. Hospital Director – the Medical Center Director is the Responsible Official and may appoint one or more Alternate Responsible Official(s) to assist in administering this program.

b. The Associate Chief of Staff for Research (ACOS/R&D), by and through the

Administrative Officer for Research (AO/R&D), will maintain security policies in keeping with VA directives and policy and ensure compliance with established policies.  

c. Research & Development Committee – will serve as the Security Committee.

d.  Human Resources will communicate the results of background checks to the ACOS/R&D                                                          or AO/R&D in a timely manner.  

e. Police & Security Service will conduct an independent security vulnerability assessment annually and act as a resource to Research in the creation and monitoring of security policies.  

4.  DEFINITIONS:  For purposes of this memorandum, the following definitions apply.

a.  Security Committee.  The Research and Development (R&D) Committee shall serve as the “Security Committee,” as needed, and is responsible for oversight of matters relating to the secured areas of Research Service.  

b.  Secured Area.  The secured area refers to research laboratories located on 6A, 6B, and rooms 607/608 Core of Building #1, and the Animal Research Facility (ARF) in Building #3, at the Stratton VA Medical Center.  

c.  Approved Individual.  An approved individual is a VA employee appointed on a full-time, part-time, intermittent, fee basis, or without compensation (WOC), that has undergone credentialing and a background check required for appointment to a Title 5 position, Title 38 position, or as a WOC.  An approved individual may also be a contractor who has undergone the required credentialing and background check.

d.    Authorized Individual.  An authorized individual is a VA employee appointed on a full-time, part-time, intermittent, fee basis, or WOC, that has undergone credentialing and a background check required for appointment to a Title 5 position, Title 38 position or as a WOC.  In addition, the individual has an approved security risk assessment as required in 42 CFR 73.8, 7 CFR 331.10, or 9 CFR121.11.  An authorized individual may also be a contractor who has undergone the required credentialing and background check as well as having an approved security risk assessment.

e.    Visitor.  A visitor is a person allowed entry into the secured research area, with a sponsor, for the purpose of conducting activities related to active research projects, or for facility and/or administrative matters.  All visitors must follow procedures as outlined in paragraph 6d of this document. At the Stratton VAMC, certain students (who are on-station for a short period of time) may be classified as visitors for security purposes.  See section 6d for additional information. 
f.  Hazardous Agent.  A hazardous agent is a biological material including, but not limited to, the Centers for Disease Control (CDC) List of Select Agents, (Attachment C, Stratton VAMC Research Laboratory Hazardous Agents Certification) and products of such a biological material, i.e., toxins.  (The term also includes highly toxic chemicals or gases that have the potential for being used as weapons of mass destruction, as well as radioactive materials and/or radioactive sources.) 

g.  Select Agent.  A Select Agent is one of a group of agents (viruses, bacteria, rickettsiae, fungi, toxins, and recombinant deoxyribonucleic acid (DNA) designated by the CDC as requiring registration with the CDC Laboratory Registration Program.  The regulation of Select Agents is codified in Title 42 Code of Federal Regulations (CFR) Part 72, Additional Requirements for Facilities Transferring or Receiving Select Agents.  All Select Agents are included in the list of hazardous agents listed in Attachment C.  (Select Agents and Hazardous Agents are synonymous, and are to be handled at the same level of security.)
h.  Sensitive Materials.  Sensitive materials include, but are not limited to, any hazardous agents as defined and identified in paragraph 2.d (2) in Appendix A of VHA Handbook 1200.6, as well as research equipment and/or supplies used to store, test, destroy or otherwise handle hazardous agents, and laboratory notebooks or other written or computerized records documenting possession of and/or research using hazardous agents.  

i.  Weapons of Mass Destruction.  Weapons of mass destruction include any of the classes of hazardous agents as defined and identified in paragraph 2.d (2) of Appendix A of VHA Handbook 1200.6, or combinations of these agents that are capable of inflicting morbidity and mortality on a widespread basis.   
j.  Terrorist Event.  A terrorist event is the unauthorized removal or theft of hazardous agents capable of being used as weapons of mass destruction from Stratton VA Medical Center

research laboratories, including leased and off-site space, and/or the unlawful use of such hazardous agents.  It specifically encompasses the illicit and unauthorized use of laboratory facilities (including equipment, supplies, computers, faxes, phones, etc.) for the production, purification, or dissemination of any hazardous agent.  The term also refers to the illegal transfer of agents into or out of research laboratories and other research space such as the ARF, storage areas, and offices.  

k.  Toxin.  According to 42 CFR 73.1, a toxin is the toxic material or product of plants, animals, microorganisms (including, but not limited to, bacteria, viruses, fungi, rickettsiae, or protozoa), or infectious substances, or a recombinant or synthesized molecule, whatever their origin and method of production, and includes any poisonous substance or biological product that may be engineered as a result of biotechnology, produced by a living organism; or any poisonous isomer of biological product, homolog, or derivative of such a substance.

l.  Exempt Quantities.  Permissible amounts of toxins that an investigator is allowed to store or use that are not subject to regulations found in 42 CFR Part 73 and 9 CFR Part 121.  The toxins and the exempt quantities of toxins may be found at www.CDC.gov/od/sap .  

m.  USA Patriot Act.  The USA Patriot Act, Public Law 107-56, October 26, 2001, was passed by Congress in response to the terrorist attacks of September 11, 2001.  The purpose of the Act is to unite and strengthen America by providing appropriate tools to intercept and obstruct terrorist acts.  The law includes provisions to deter and punish terrorist acts, enhance law enforcement investigatory tools, and other purposes such as aid to victims of terrorism.  The Act also prohibits certain restricted persons from possessing biological agents or toxins that are identified as select agents in 42 CFR Part 72.   
n.  Prohibited Person.  As defined by the USA Patriot Act of 2001 (Sec 175b), prohibited persons are (1) individuals under indictment for a crime punishable by imprisonment exceeding 1 year; (2) individuals convicted of a crime punishable by imprisonment exceeding 1 year; (3) individuals in fugitive status from any local, state, national, or international law enforcement agency; (4) unlawful users of any controlled substance, as defined in 21 USC 802, Section 102; (5) illegal aliens or persons unlawfully in the United States; (6) persons who have been adjudicated as mentally defective or committed to any mental institution; (7) aliens (other than an alien lawfully admitted for permanent residence) who is a national of a country that has repeatedly provided support for acts of international terrorism; and, (8) persons that have been discharged from the United States Armed Services under dishonorable conditions.
5.  PENALTIES:  Failure to conform to the requirements may result in immediate withdrawal of VA research funding, suspension from the research program, and/or denied access of the secured area.  Individuals who knowingly fail to follow the provisions of this policy are subject to disciplinary action proportionate to the severity of the violation, up to and including termination of VA employment or without compensation (WOC) status.  Failure to comply with Title 42 Code of Federal Regulations (CFR) Part 73, 7 CFR Part 331, 9 CFR Part 121, and other Federal regulations may also result in criminal or civil penalties.

6.  PROCEDURES:

    a.  Laboratory Access  

(1) Access to research laboratories is controlled and limited as stipulated in this policy section 6b.c.d. (approved).  No research laboratories are open to the public.  All laboratory areas, including the ARF and storage areas, include a state-of-the-art system that generates permanent, dated records with identification of persons entering the area and times of entry.  Entry is controlled on a 24-hour/7-day per week schedule.

(2)  Current VA Identification (ID) badges will be worn at all times. 
(3)  A record of key assignments and key-pad code assignments must be current at all times.

Personnel leaving Stratton VAMC employment or no longer working in the research   laboratory must adhere to full clearance and checkout procedures to include turning in all identifications, keys, keycards, and other access items.  Terminated keycards are the property of the Police unit.  If a keycard is lost, the Research Office must be notified immediately so that access can be terminated and a new card issued.
     (4)  Authorized health and safety inspectors, emergency response staff, Police Service, 

inspectors from regulatory agencies, and personnel from VHA oversight offices will have    access to the secured area.  The nature of that access will be determined by the ACOS/R&D or AO/R&D on a case-by-case basis, based upon the frequency of access needs, the potential urgency of access needs, and the potential for after-hours access needs.  The VA Police have 24 hour access to the entire facility.  It is not required that they complete the forms on Attachment A and B.

  (5) As Stratton VAMC research labs and the ARF do not contain hazardous agents (as  

previously defined), personnel from Facilities Management Service, Engineering Service, Safety Office, Warehouse, or others, either obtain approval to access VA research laboratories or are escorted and monitored by an approved individual to complete their duties.
b.  REQUIREMENTS OF INDIVIDUALS GRANTED SECURED ACCESS.  

(1)  All personnel must obtain formal approval from the ACOS/R&D or AO/R&D before

entering the secured laboratory area.  Personnel are considered approved when the employee is provided an access card to enter the secured areas.

    (2)  All approved individuals must wear their VA ID badge so that it is visible at all times.  

    (3)  Personnel may enter the secured area only to perform required duties.  

    (4)  Persons entering the secured area in violation of this security policy will be reported to Police Service by the ACOS/R&D or AO/R&D.                                    

    (5)  Approved individuals must use their own access card to enter the secured area.  Multiple

           individuals, even when each person has authorization to enter the area, may not enter on

          one person’s access card.  

    (6)  It is the responsibility of each approved individual to:

    
(a)  Use his/her access card only for personal entrance into the secured area.

    
(b)  Use his/her access card on each entry into the secured area. 

   
 (c)  Not allow any individual to follow them through the door. 

    
(d)  Report any security violations, including unauthorized individuals, to the 
ACOS/R&D, AO/R&D, or Police Service. 

    
(e)  Notify the ACOS/R&D or AO/R&D immediately when laboratory access is no 
longer necessary and clearance procedure is completed.  

    (7)  Prohibited persons may be granted access to the general secured area on a case-by-case

           basis, as approved by the ACOS/R&D or AO/R&D, with concurrence of the R&D

          Committee.  

    (8)  Careful attention to these procedures is required to ensure that inappropriate or illegal 
non-citizens are not permitted in VA research laboratories.  Discrepancies must be 
reported to the local Federal Marshal through the VA Police Service, and to the VA OIG.
    (9)  Individuals shall receive training in: Security Policies & Procedures; Emergency

          Procedures; and Lab Safety/Security Procedures, as appropriate.  Research Administration

          will maintain verification of training for R&D staff.  Verification for other authorized staff

          will be maintained by the service the individual is assigned to.  Training for VA employees 
          can be verified through the TEMPO education tracking system.       
    c.  RESPONSIBILITIES OF PRINCIPAL INVESTIGATOR (PI) OR OTHER AREA SUPERVISOR.
(1) Submit the “Supervisor Request for Staff Access to Research Secured Area” (Attachment A) and assure that each employee submit “Employee Request for Access to Research Secured Area” (Attachment B). 

    (2)  Ensure that research laboratory staff and all other staff with approved access follow all safety and security procedures, including those of the ARF when applicable.  

    (3)  Notify the ACOS/R&D or AO/R&D immediately when any research laboratory staff member or other approved individual no longer has a work-related need for authorized access, to include leaving Stratton VAMC employment.  

     (4)  Review and certify the accuracy of chemical and biological inventory to the facility

           Safety Office on an annual basis (usually due in May each year).  In addition, certification of “Hazardous Agents” as defined in this document, must be completed by the PI annually and submitted to the R&D office/Subcommittee on Research Safety and Biosafety (Attachment C).  The more potentially hazardous items may require more frequent review and certification.  The need, and the review/certification standards, will be determined by the Subcommittee for Research Safety and Biosafety (a subcommittee of the R&D Committee) and communicated to the PI.

    d.  VISITORS.  
    (1)  Visitor’s access is limited to hours when approved individuals are present.  These individuals must have a sponsor; the sponsor will be responsible for the visitor.  The sponsor must have approved access to the secured area.  
    (2)  Visitors must sign in and out in the Research Administration Office, specifying name, affiliation, purpose for visit, time in and out, and the name of the approved individual (sponsor).  These logs will be maintained in the Research Office. 
    (3)  In rare instances, it may be necessary for a sponsor to bring a visitor in the secured area after regular business hours.  In these rare instances, the sponsor is solely and fully responsible for the visitor and on the next business day that the research office is open, the approved sponsor must log in that activity on the visitor log.
    e.  PROCESS TO OBTAIN APPROVED ENTRY.
    (1)  The ACOS/R&D or AO/R&D, will grant approved access.  The R&D Committee is responsible for the review of policy and processes in relation to security of the Stratton VAMC research laboratories.  

    (2)  The process of obtaining approval to enter the secured area begins with the Principal Investigator or area supervisor.  The PI or area supervisor must make a formal request to the ACOS/R&D or AO/R&D to identify each staff member that requires access to the secured area.  The request is initiated by completing the Supervisor Request for Staff Access to Research Secured Area (Attachment A).   


(3)  Each individual requiring access to the secured area must also complete the Employee Request for Access to Research Secured Area (Attachment B) in conjunction with step (2) above. 

    (4)  The ACOS/R&D or AO/R&D is responsible for approving security access according to policy.  Criteria and elements to be considered when granting approval:  acceptable and work-related need to be in secured area; certification that individual is not a prohibited person; employee’s application and supervisor request completed; statement of U.S. citizenship OR copy of current and legal permission to be in U.S. on file with Human Resources; positive results from criminal record check; and verification that required training (referenced in Section 7) has been completed.  Security access will then be provided by the VA Police.
    (5)  The ACOS/R&D or AO/R&D must review the continued status of staff access semi-annually through the “Cardholder Access to Readers” report.  The review will include a determination as to whether specific staff requires continued access to the secured area.  Factors that will be considered when addressing requested renewal include (1) the number and nature of security exceptions by the individual; (2) whether required training is current; and, (3) security-related information deemed pertinent to the R&D Committee.

    f.  ADMINISTRATION.
    (1)  The ACOS/R&D or AO/R&D will complete and document a review of access records through the “All Events Over Time” report on a weekly basis.  Any security exceptions will be reported to the R&D Committee and Police & Security.  The ACOS/R&D or AO/R&D or designee must immediately update the keycard access, which includes deactivation of the keycard as well as indication of the date and reason for keycard access termination if deemed necessary.  

    (2)  The R&D Committee shall review the security plan annually and after each incident, should an incident occur.

    (3)  Irregularities in security access will be reported to the Police Service and the ACOS/R&D or AO/R&D, who will make recommendations for action to the R&D Committee and/or the Stratton VAMC Director.  

    (4)  In the event an individual with secured access inexplicably disappears, is suspected to have violated procedures, or committed a security breach, the ACOS/R&D or AO/R&D and Police Service must be notified immediately.  The ACOS/R&D or AO/R&D and VA Police will determine whether further action is necessary.  

    (5)  Security Standards:  Physical security must meet appropriate standards determined by the Office of Security and Law Enforcement, regulatory agencies, and/or applicable VA oversight offices.  Police Service will conduct an annual vulnerability assessment of the Research Laboratory area.  The ACOS/R&D or AO/R&D is responsible for informing Police Service of any issues affecting security.   

    (6)  Safety Standards:  All individuals given approved access to the laboratory area must abide by all safety standards as mandated by Occupational Safety and Health Administration, Veterans Health Administration, and Stratton VAMC.   

(7) Emergency Preparedness Standards:  All individuals given approved access to the laboratory area must be knowledgeable of the R&D Emergency Preparedness & Response Plan, as outlined in the Stratton VA Medical Center Memorandum SL-151-03.

(8)  All suspicious persons or activities, loss or theft, or alteration of inventory records shall be reported immediately to the ACOS/R&D, AO/R&D and Police Service.  Unauthorized persons shall be removed by Police & Security Service.  The ACOS/R&D or AO/R&D and VA Police will determine whether further action is necessary such as an investigation or disciplinary action.   


(9)
WOC appointments for those individuals who have been granted approval to enter VA research laboratories must be reviewed annually by the Research Office to determine the appropriateness of their WOC appointment.  The results must be submitted to the R&D Committee for its concurrence, and its concurrence must be recorded in the minutes of the meeting where the issue was reviewed.

g.  ACCEPTING PACKAGES. 
All packages will be inspected upon entry to and exit from the area (see 42 CFR 73.11(d)(4), 7 CFR 331.11(a)(2)(IV)(D), and 9 CFR 121.12(a)(2)(IV)(D)).  Package means a wrapped or boxed object, parcel, or container in which something is packed.  Special caution needs to be taken for all unexpected or suspicious packages and these need to be inspected by visual or non-invasive techniques.  Guidelines or procedures for suspicious packages developed by VA Police Service or other police services having jurisdiction are to be followed.  At minimum, if the package is suspicious or unexpected:

(1) The sender must be contacted to verify that it is legitimate.

(2) When a suspicious package is seen being removed from the laboratory then the appropriate authority needs to be immediately notified.  

(3) The United States Postal Service Guidelines for recognizing suspicious packages need to be followed as applicable.  The Guidelines may be found at http://www.usps.com.  

h.  INVENTORY CONTROL STANDARDS.
All individuals given approved access to the laboratory area must follow all inventory control procedures.  Research laboratory inventories must be kept current, submitted to the Subcommittee on Research Safety and Biosafety as requested, and forwarded to the facility Safety Office annually (or as requested).  Refer to the Chemical Hygiene Plan for more information regarding inventory controls.  If select agents are to be used in research labs, additional inventory requirements must be met per VHA Handbook 1200.6.  Chemical purchase orders are reviewed by the ACOS/R&D or AO/R&D and checked against the select agents list before approval to order is granted.

i.  CYBER SECURITY / Information Security.
Information Security pertains to information regardless of storage mechanism (paper, electronic, audio or visual) and to IT systems.

(1) Every employee must assure that sensitive information & data are stored securely:
· Paper, tapes, videos, etc., are locked up when not in use 

· Computers and applicable databases or files are protected by passwords or other mechanisms 

(2) Passwords are not shared with unapproved individuals 

(3) Information and/or data are only shared with approved individuals 
(4) All employees are responsible for preventing individuals from obtaining information by:

· Physically stealing it 

· Access to offsite storage 

· Finding discarded material in trash or elsewhere 

· Accidental release 

· Breach of computer/network security 

· Overhearing verbal discussions occurring in inappropriate areas 
(5) All employees with access to the VAMC computer system shall complete initial and refresher training as required. Contact the facility Information Security Officer for more information.
7.  TRAINING REQUIREMENTS.


a.  All individuals (VA employees appointed as full-time, part-time or intermittent paid employees, WOC, and fee basis employees, as well as contractors) working in VA research laboratories, those working with hazardous agents including select agents or toxins, those working within BSL-2, BSL-3, or BSL-4 laboratories, and all individuals directly administering these VA research laboratories must be appropriately trained to ensure both safety and security within research laboratories and the safe handling of and security of select agents, toxins or other hazardous agents, if applicable.  


b.  Information and training on safety and security must be provided to individuals visiting areas where select agents and toxins are handled or stored (Not applicable at Stratton VAMC since no select agents are housed or used in the research labs).


c.  Training requirements for those working in VA research laboratories, on VA-approved research activities, will include:

(1) All new research staff and new administrators (e.g., ACOS/R&D, AO/R&D, supervisors, managers) responsible for VA research laboratories, including those using or storing hazardous agents including select agents or toxins, must complete required VA Office of Research & Development training prior to assuming their duties.  The training module is found at < http://www1.va.gov/resdev/programs/biosafety/default.cfm#>.  The last page of the presentation should be printed. The date the module was completed and the employee’s name should be added to the page, and forwarded to the Research Administrative office.  There is also a hard-copy version of the training available in the Research office.  This training will be tracked by the Research Office.
(2) General information on safety and security within VA research laboratories, as well as safety, security, containment, and transferring of hazardous agents including select agents or toxins.  The VA research laboratory training must include Chemical Hygiene Plan and Safety in Research policies.

(3) Specific information related to the laboratory in which they will work and to the agents with which they will work (Chemical Hygiene Plan).

(4) Training requirements set forth by OSHA, CDC, other applicable Federal agencies and other VA policies.


d.  The ACOS/R&D or AO/R&D must ensure that all required personnel complete such

       training and its completion must be documented.


e.  All individuals must receive additional training prior to assignments with new exposure 

       situations or when security systems and procedures are changed.


f.  All individuals who are required to obtain initial training or have been certified by the ACOS/R&D or AO/R&D, as having the appropriate knowledge to work in VA research laboratories, must obtain refresher training annually.  The Research Service must maintain training records for both the initial training and all annual refresher training.

8.  REFERENCES:

    a.
VHA Handbook 1200.6, Control of Hazardous Agents in VA Research Laboratories

    b.
VHA Handbook 1200.8, Safety of Personnel Engaged in Research.

    c.
VA Handbook 0730, Security and Law Enforcement. 

    d.
MS-04-05 Clearance Procedures
     e.
42 CFR Parts 72 and 73

     f.
7 CFR Part 331

g. CFR Part 121

h. VISN 2 Research Website – Albany


http://vaww.visn2.med.va.gov/research/albany.html

Attachment A:  Supervisor’s Request for Staff Access to Research Secured Area 

Attachment B:  Employee’s Request for Access to Research Secured Area

Attachment C:  Hazardous Agents Certification

ATTACHMENT A

SUPERVISOR’S REQUEST FOR STAFF ACCESS 

TO A RESEARCH SECURED AREA 

PROCEDURE:  The Principal Investigator (PI) or other area supervisor submits this information requested to the Research Office (D637).  
NOTE:  The PI or other area supervisor is also responsible for submitting Attachment B (to be filled out by the employee).
REQUESTED INFORMATION:


a.  Name and Phone Number of Principal Investigator (immediate supervisor)or other area supervisor: __________________________________________________________
  


b.  Name of person for whom access is requested:  
____________________________________________________  


c.  Brief description of duties of person for whom access is requested (lab support, 
research assistant, etc):  
______________________________________________________________


d.  Areas to which access is needed.  Check all that apply:



1.    FORMCHECKBOX 
 6A Research Area



2.    FORMCHECKBOX 
 6B Research Area



3.    FORMCHECKBOX 
 603 Core Research Area



4.    FORMCHECKBOX 
 Animal Research Facility (ARF);  Needs Health Screening

e.  Proposed work days and hours:


_____Mon-Fri  7am-5pm       _____Mon-Sun 7am-5pm    _____ 24 hours*    


_____Other(specify)*_____________


_____ Proposed start and end date ________________________________

*Required to give a very specific and detailed justification.
Justification:_____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________
_______________________________________       __________________________________
Signature of Principal Investigator           Date
      ACOS/Signature                        Date
or other area supervisor
ATTACHMENT B
EMPLOYEE INFORMATION FOR ACCESS TO A RESEARCH SECURED AREA 
NOTE:  ATTACHMENT A must also be completed by the Principal Investigator or other area supervisor.
REQUESTED INFORMATION:


a.  Full Legal Name: ___________________________________________________

b. Home Address (not Post Office Box): ___________________________________ 

____________________________________________________________________  


c.  Phone Number:  ____________________________________________________


d.  Date of Birth: ________________________________________________    


e.  Place of Birth: _______________________________________________  


f.  Citizenship Status:   

 1.  U.S. Citizen 
 FORMCHECKBOX 

 2.  Other         
 FORMCHECKBOX 
  (Attach copy of document indicating legal authority to 
be in U.S.)


g.  Affiliation:    FORMCHECKBOX 
  ACP              FORMCHECKBOX 
  AMC            FORMCHECKBOX 
  Other _____________________

h.  Circle “yes” or “no” for each item below.  (RE: US Patriot Act).
Any “yes” answers should be detailed below in section 8.  



1.   Yes   No 
I am under indictment for a crime punishable by imprisonment 
exceeding 1 year.



2.   Yes   No   
I have been convicted of a crime punishable by imprisonment 
exceeding 1 year.



3.   Yes   No
I am in fugitive status from any local, state, national, or 
international law enforcement agency.



4.  Yes   No 
I am an unlawful user of any controlled substance.



5.   Yes  No 
I am an alien illegally or unlawfully in the United States.



6.  Yes   No 
I have been adjudicated as mental defective or have been 
committed to a mental institution.



7.  Yes  No 
I have been discharged from the United States Armed Services 
under dishonorable conditions. 



8.  Comments/Details/Notes:

____________________________________________________________________________________________________________________________________________________________I confirm that I will not share my access card for entry into VA Research secured areas with any other person(s).  I agree to challenge persons who attempt to enter the area behind me without using their own card, or who are not authorized to enter the secure area.
______________________________________
______________________________

Signature of Applicant




Date
	ATTACHMENT C

	STRATTON VAMC RESEARCH LABORATORY

	HAZARDOUS AGENTS CERTIFICATION (Return to R&D/151)

	

	This must be filled out by each laboratory each fiscal year, along with the annual inventory.  Return to R&D/151.

	

	Principal Investigator
	 
	Date:
	 

	Lab location
	 

	

	Check yes or no for each item listed.

	
	
	
	
	

	Biological Agents
	Yes  No
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	Abrin
	
	

	
	
	Aflatoxins
	
	

	
	
	Bacillus anthracis (anthrax)
	
	

	
	
	Botulinum toxin
	
	

	
	
	Brucella abortus, B. melitensis, B. suis
	

	
	
	Burkholderia (Pseudomonas) mallei
	
	

	
	
	Burkholderia (Pseudomonas) Pseudomallei
	

	
	
	Closiridium botulinum
	
	

	
	
	Clostridium perfringens epsilon toxin
	
	

	
	
	Coccidiodes immitis
	
	

	
	
	Conotoxins
	
	

	
	
	Coxiella bumetii
	
	

	
	
	Crimean-Congo hemorrhagic fever virus
	

	
	
	Diacetoxyscirpenol
	
	

	
	
	Eastern Equine Encephalitis Virus
	
	

	
	
	Ebola Virus
	
	

	
	
	Equine Morbillivirus
	
	

	
	
	Francisella tularensis
	
	

	
	
	Lassa Fever Virus
	
	

	
	
	Marburg Virus
	
	

	
	
	Ricin
	
	

	
	
	Rickettsia prowazekii
	
	

	
	
	Rickettsia rickettsii
	
	

	
	
	Rift Valley Fever Virus
	
	

	
	
	Saxitoxin
	
	

	
	
	Shigatoxin
	
	

	
	
	South American Hemorrhagic Fever Viruses
	

	
	
	Staphylococcal enterotoxins
	
	

	
	
	T-2 Toxin
	
	

	
	
	Tetrodotoxin
	
	

	
	
	Tick-borne Encephalitis Complex Viruses
	

	
	
	Variola Major Virus (Smallpox Virus)
	
	

	
	
	Venezuelan Equine Encephalitis Virus
	
	

	
	
	Viruses causing Hantavirus Pulmonary Syndrome

	
	
	Yellow Fever Virus
	
	

	
	
	Yerseinia pestis
	
	

	
	

	3-quinuclidinyl benzilate (BZ)
	
	

	
	
	Chlorine gas
	
	

	
	
	Cyanogen chloride (CK)
	
	

	
	
	Cyclosarin (GF)
	
	

	
	
	Diphosgene (DP)
	
	

	
	
	Hydrogen cyanide (AC)
	
	

	
	
	Lewisite (L) - there are 3 individual chemicals included

	
	
	Lysergic acid diethylamide (LSD)
	
	

	
	
	Nitrogen mustard gas (HN-1, HN-2, or HN-3)
	

	
	
	Phosgene (DG) - also known as carbonyl chloride

	
	
	Phosgene oxime (CX)
	
	

	
	
	Sarin (GB)
	
	

	
	
	Soman (GD)
	
	

	
	
	Sulfur mustard (H, or HD, or HT), (mustard gas, mustard agents)

	
	
	Tabun (GA)
	
	

	
	
	VX (VX is both the name and the symbol)
	

	
	
	
	

	Radioactive Materials
	
	
	
	

	
	

	I use radioactive material.
	
	

	

	List all radioactive material. Include specific radionuclide, half-life, and quantity.

	 
	 
	 
	 
	 

	 
	 
	 
	 
	 

	 
	 
	 
	 
	 

	 
	 
	 
	 
	 

	
	
	
	
	

	
	
	
	
	

	Name
	
	
	
	

	
	
	
	
	

	Signature
	
	
	Date
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